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ChatGPT Cyber Bullying Tutorial 
A Step-by-Step Guide for Parents: Using ChatGPT to Identify Cyberbullying on Social 
Media Platforms 

 

This guide provides 
parents with practical steps 
on how to use ChatGPT to 
monitor and detect signs 
of cyberbullying on 
popular social media 
platforms like Instagram, 
Snapchat, TikTok, Twitter 
(X), Discord, YouTube, and 
Wattpad.  

 

 

While ChatGPT is not directly integrated into these platforms, parents can leverage its 
language analysis capabilities to analyze text-based conversations, comments, and posts to 
detect harmful behavior patterns. 

Step 1: Understanding the Scope of ChatGPT 
Before diving into the details of monitoring each platform, it’s important to understand what 
ChatGPT can do: 

• Textual Analysis: ChatGPT can analyze text, comments, and messages to detect harmful 
language, threats, or signs of distress. 

• Pattern Recognition: By analyzing large volumes of text, ChatGPT can help identify 
repetitive patterns indicative of cyberbullying. 

• Contextual Understanding: ChatGPT can interpret context and tone, allowing it to 
differentiate between casual conversations and potential bullying or harmful behavior. 
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Step 2: Preparing to Use ChatGPT for Monitoring 
To use ChatGPT effectively, you’ll need to collect and organize the content you want to analyze: 

1. Export Text Conversations: Social media platforms often allow users to export 
conversations. You can ask your child to share their chat history or help them export it. 

2. Screenshots: If conversations cannot be exported, take screenshots of important 
conversations or comments. 

3. Anonymize Content: Before pasting content into ChatGPT, consider anonymizing 
sensitive details to protect privacy. 

4. Define What You’re Looking For: Define the key indicators of bullying or harmful 
behavior, such as negative language, threats, exclusion, etc. 

 

Step 3: Analyzing Content on Specific Social Media Platforms 
Now, let’s walk through how to use ChatGPT for each social media platform. 
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A. Instagram 

What to Look For: 

• Negative comments on posts 

• Direct messages that contain insults, threats, or manipulative language 

• Stories or replies that seem demeaning or intended to shame 

Steps: 

1. Gather Data: Export or screenshot Instagram conversations and comments your child 
has received. Be sure to include both direct messages (DMs) and public comments on 
posts. 

2. Input to ChatGPT: Paste the text of the conversations and comments into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze the following Instagram conversation for signs of cyberbullying or harmful 
behavior. Look for negative language, threats, or manipulative comments." 

4. Review the Analysis: ChatGPT will highlight problematic language or patterns that 
suggest cyberbullying. 

Example Demonstration: 

• Parent: "Analyze this conversation: 'You're so dumb, everyone thinks you're a loser. Just 
stop posting.' What signs of bullying can you detect?" 

• ChatGPT: "The phrase 'you're so dumb' and 'everyone thinks you're a loser' are clear 
indicators of verbal abuse intended to harm the recipient's self-esteem. This could be 
considered cyberbullying." 
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B. Snapchat 

What to Look For: 

• Disappearing messages with harmful content 

• Pressures to send inappropriate content 

• Group chats that include exclusion or insults 

Steps: 

1. Gather Data: Since Snapchat messages disappear, take screenshots of any harmful 
messages or conversations that you or your child suspect are problematic. 

2. Input to ChatGPT: Paste the content into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze these Snapchat messages for any signs of cyberbullying, such as insults, 
exclusion, or pressure to share inappropriate content." 

4. Review the Analysis: ChatGPT will analyze the screenshots or transcribed messages and 
flag any concerning language. 

Example Demonstration: 

• Parent: "Analyze this Snapchat message: 'If you don't send a pic, everyone will hate you. 
Don't be a baby.' What do you think?" 

• ChatGPT: "This message includes coercive language ('If you don't send a pic') and an 
attempt to manipulate the recipient by threatening social rejection ('everyone will hate 
you'). This could be a sign of bullying or grooming." 

C. TikTok 

What to Look For: 

• Negative comments on videos 

• Direct messages related to video content that seem harmful 

• Trends or challenges that target your child in a harmful way 
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Steps: 

1. Gather Data: Screenshot harmful comments on your child's TikTok videos or any 
problematic direct messages they receive. 

2. Input to ChatGPT: Paste the comments or conversations into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze these TikTok comments for any signs of cyberbullying, such as insults, body-
shaming, or encouraging harmful behavior." 

4. Review the Analysis: ChatGPT will identify potentially harmful comments and explain 
why they might be problematic. 

Example Demonstration: 

• Parent: "Analyze this TikTok comment: 'You're so ugly, no wonder no one likes you.' What 
can you tell me?" 

• ChatGPT: "The comment 'you're so ugly' is a clear example of body-shaming, and 'no 
wonder no one likes you' further emphasizes social rejection. These are classic signs of 
cyberbullying." 

D. Twitter (X) 

What to Look For: 

• Harmful tweets or replies 

• Direct messages with abusive language 

• Public shaming or targeted harassment through hashtags 

Steps: 

1. Gather Data: Collect tweets, replies, or direct messages that you believe are 
problematic. You can copy and paste the text or take screenshots. 

2. Input to ChatGPT: Paste the text into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze these tweets and replies for any signs of cyberbullying, such as threats, insults, or 
public shaming." 
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4. Review the Analysis: ChatGPT will review the content and identify signs of harmful 
behavior. 

Example Demonstration: 

• Parent: "Analyze this tweet: 'You're a complete failure. Just give up already.' Is this 
cyberbullying?" 

• ChatGPT: "The tweet 'You're a complete failure' and 'Just give up already' are clear signs 
of cyberbullying. These statements aim to demoralize and emotionally harm the 
recipient." 

E. Discord 

What to Look For: 

• Harmful language in group chats 

• Direct messages that contain threats or coercion 

• Exclusion or bullying in gaming communities or private servers 

Steps: 

1. Gather Data: Export chat logs from Discord servers or direct messages. Screenshots of 
concerning conversations are also helpful. 

2. Input to ChatGPT: Paste the chat logs into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze these Discord chat logs for any signs of cyberbullying, such as exclusion, threats, 
or harmful language." 

4. Review the Analysis: ChatGPT will identify concerning behaviors in the chat logs. 

Example Demonstration: 

• Parent: "Analyze this Discord conversation: 'You're not welcome here. Just leave the server 
already.' Is this cyberbullying?" 

• ChatGPT: "The statement 'You're not welcome here' is an example of exclusion, and 'Just 
leave the server already' adds a layer of rejection and hostility. This could be considered 
cyberbullying." 
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F. YouTube 

What to Look For: 

• Harmful comments on videos 

• Direct messages related to video content that seem inappropriate 

• Videos targeting your child with negative content or public shaming 

Steps: 

1. Gather Data: Screenshot harmful comments on your child's YouTube videos or direct 
messages they receive. 

2. Input to ChatGPT: Paste the comments or conversations into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze these YouTube comments for any signs of cyberbullying, such as insults, threats, 
or public shaming." 

4. Review the Analysis: ChatGPT will analyze the comments and flag any harmful 
language. 

Example Demonstration: 

• Parent: "Analyze this YouTube comment: 'Your videos are a joke. No one cares what you 
think.' What do you see?" 

• ChatGPT: "The comment 'Your videos are a joke' and 'No one cares what you think' are 
forms of verbal abuse aimed at undermining the recipient's confidence. These statements 
are signs of cyberbullying." 

G. Wattpad 

What to Look For: 

• Harmful comments on stories 

• Messages from readers or other writers that contain insults or manipulative language 

• Criticism that goes beyond constructive feedback and becomes personal or hurtful 
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Steps: 

1. Gather Data: Collect comments or messages on your child’s Wattpad stories. You can 
copy and paste the text or take screenshots. 

2. Input to ChatGPT: Paste the text into ChatGPT. 

3. Ask ChatGPT: Use a prompt like: 
"Analyze these Wattpad comments and messages for any signs of cyberbullying, such as 
harmful criticism, insults, or personal attacks." 

4. Review the Analysis: ChatGPT will assess the comments for signs of bullying and 
explain the findings. 

Example Demonstration: 

• Parent: "Analyze this Wattpad comment: 'Your writing is pathetic. Just give up.' Is this 
cyberbullying?" 

• ChatGPT: "The comment 'Your writing is pathetic' is a form of verbal abuse, and 'Just give 
up' is intended to discourage the recipient. This could be considered cyberbullying." 

Step 4: Interpreting the Results 

Once ChatGPT provides feedback on the conversations or comments, consider the following 
steps: 

• Evaluate the Severity: Not all negative comments are bullying, so evaluate the severity 
and frequency of the harmful language. 

• Discuss with Your Child: Open a conversation with your child about the findings. Ask 
how these interactions made them feel and if they’ve experienced similar behavior from 
the same person or others. 

• Report to Platforms: If you identify serious cyberbullying, report the behavior to the 
social media platform using their reporting tools. 

• Seek Professional Help: If the bullying is severe or if your child is experiencing 
emotional distress, consider reaching out to a counselor or mental health professional 
for support. 
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Conclusion 

By using ChatGPT, parents can analyze large volumes of text from social media platforms to 
detect signs of cyberbullying. This step-by-step guide provides the tools and techniques 
needed to help protect children from online harm while fostering open communication and 
support. Remember to combine AI analysis with personal conversations and professional 
guidance to address cyberbullying effectively. 

 

Detailed Steps for Analyzing Cyberbullying with 
ChatGPT 
This updated guide expands on Step 1 and Step 2 from the previous instructions, providing 
detailed examples of pattern recognition that ChatGPT can perform, as well as methods for 
exporting text conversations from various platforms. It also includes extensive examples of key 
indicators of bullying or harmful behavior that parents can look for when using ChatGPT. 

Step 1: Examples of Pattern Recognition That ChatGPT Can 
Analyze 
ChatGPT’s ability to recognize patterns across conversations, posts, and comments can help 
identify repeated behaviors indicative of cyberbullying. Here are examples of patterns that 
ChatGPT can analyze on each platform: 

A. Instagram 

• Repetitive Insults: If a user repeatedly leaves negative or demeaning comments on 
multiple posts (e.g., “You’re ugly,” “You look horrible in every picture”), ChatGPT can 
identify a pattern of bullying. 

• Targeted Attacks: If the same person consistently responds negatively to your child’s 
posts, this indicates targeting behavior (e.g., always commenting with laughing emojis 
or rude remarks). 

• Exclusion or Ganging Up: ChatGPT can detect if multiple users are teaming up against 
your child, for example, by consistently leaving exclusionary comments like “No one 
invited you” or “You don’t belong here.” 
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B. Snapchat 

• Pressure and Coercion: ChatGPT can detect patterns where someone repeatedly 
pressures your child into sending inappropriate photos or engaging in risky behavior 
(e.g., “Come on, just do it. Don’t be scared”). 

• Isolation Attempts: If someone frequently tries to isolate your child by saying things 
like “Don’t tell anyone we’re talking” or “We can be friends, but only if you stop talking 
to [other person],” ChatGPT can flag this. 

• Frequent Disappearing Negative Messages: Though messages disappear on 
Snapchat, if there are screenshots of repeated negative statements like “You’re such a 
loser,” ChatGPT can detect a pattern of verbal abuse. 

C. TikTok 

• Repetitive Negative Comments: If a user regularly leaves harmful comments on your 
child’s videos (e.g., “You’re so dumb,” “Just delete your account”), ChatGPT can identify a 
pattern of bullying. 

• Body Shaming or Mocking: Comments focusing on appearance (e.g., “You’re so fat” or 
“Your face is weird in every video”) can be flagged as bullying when repeated over 
several videos. 

• Meme Mockery: If someone uses trends, memes, or challenges to mock your child 
consistently (e.g., creating duets or stitches that are meant to ridicule), ChatGPT can 
recognize this pattern. 

D. Twitter (X) 

• Harassment Threads: If the same person continually responds to your child’s tweets 
with negative replies (e.g., “Nobody cares,” “You’re stupid”), ChatGPT can detect 
harassment patterns. 

• Retweeting to Mock: Repeated retweets of your child’s content with mocking 
comments (e.g., “Look how dumb this is”) can be flagged as public shaming. 

• Targeted Hashtags: If a group of users repeatedly uses hashtags to target or humiliate 
your child (e.g., #Cancel[Name] or #[Name]IsALoser), ChatGPT can recognize this as 
coordinated bullying. 
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E. Discord 

• Group Bullying: ChatGPT can detect group dynamics where several users gang up on 
your child in a server, making demeaning comments or excluding them from 
conversations (e.g., “Nobody wants you here”). 

• Repeated Harassment in Direct Messages: If a user frequently sends negative DMs to 
your child (e.g., “You’re worthless,” “Everyone hates you”), ChatGPT can identify this as 
cyberbullying. 

• Exclusion from Group Activities: If your child is regularly excluded from gaming 
sessions or group chats, with phrases like “You’re not good enough to play with us,” this 
pattern can be flagged. 

F. YouTube 

• Trolling in Comments: If a user consistently leaves trolling or negative comments on 
your child’s videos (e.g., “This is the worst thing I’ve ever seen”), ChatGPT can recognize 
this as harassment. 

• Dislikes with Negative Remarks: A pattern of disliking every video along with leaving 
mean comments (e.g., “Your videos suck every time”) can be identified as bullying. 

• Mocking in Video Responses: If other users create video responses mocking your 
child’s content, ChatGPT can detect this as part of a bullying pattern. 

G. Wattpad 

• Harmful Critiques: If the same reader repeatedly leaves overly harsh critiques that 
attack your child’s writing or character (e.g., “Your writing is trash,” “You’ll never be a 
good writer”), ChatGPT can detect this pattern as cyberbullying. 

• Private Messages with Negative Comments: Repeated private messages that belittle 
your child’s work or self-worth (e.g., “Stop writing, you’re embarrassing yourself”) can be 
flagged by ChatGPT. 

• Downvoting with Negative Remarks: A pattern of downvoting your child’s stories 
along with leaving rude comments can indicate coordinated bullying. 
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Step 2: How to Export Text Conversations to Analyze with ChatGPT 
Each social media platform has different methods for exporting conversations. Here’s how you 
can gather the necessary data for analysis: 

A. Instagram 

• How to Export Data: 

1. Go to your Instagram profile and tap the three lines in the top-right corner. 

2. Select Settings > Security > Download Data. 

3. Enter your email address and password, then Instagram will send you a download 
link with your data, including messages. 

4. Once you receive the data, extract the conversations and copy the relevant text 
for analysis. 

B. Snapchat 

• How to Export Data: 

1. Go to your Snapchat profile and tap the gear icon to open Settings. 

2. Scroll down to My Data and select it. 

3. Log in and request your data. Snapchat will send you a link to download your 
account information, including conversations. 

4. Extract relevant conversations from the downloaded data and input them into 
ChatGPT. 

5. Note: Since messages on Snapchat disappear, be sure to take screenshots of any 
concerning messages for analysis. 

C. TikTok 

• How to Export Data: 

1. Go to your TikTok profile and tap the three dots in the top-right corner. 

2. Select Privacy > Download your data. 
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3. TikTok will send you a link to download your data, including your comment 
history and direct messages. 

4. Extract relevant conversations for analysis in ChatGPT. 

5. Note: You can also take screenshots of comments or messages that concern you 
and analyze them with ChatGPT. 

D. Twitter (X) 

• How to Export Data: 

1. Go to your Twitter profile and tap the three lines in the top-left corner. 

2. Select Settings and Privacy > Your account > Download an archive of your 
data. 

3. After confirming your request, Twitter will send you a link to download your 
account data, including tweets, replies, and direct messages. 

4. Extract the conversations you want to analyze and paste them into ChatGPT. 

E. Discord 

• How to Export Data: 

1. Go to User Settings in Discord (the gear icon next to your username). 

2. Scroll down and select Privacy & Safety. 

3. Scroll to the bottom and click Request all of my Data. Discord will email you a 
link to download your data, including chats and direct messages. 

4. Once downloaded, extract relevant conversations and input them into ChatGPT. 

5. Note: For immediate concerns, take screenshots of conversations that you find 
concerning. 
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F. YouTube 

• How to Export Data: 

1. YouTube does not have a built-in conversation export feature, so you will need to 
manually copy comments and direct messages. 

2. Use screenshots or copy-paste text from the comment sections of your videos or 
any direct messages. 

3. Once gathered, paste the text into ChatGPT for analysis. 

G. Wattpad 

• How to Export Data: 

1. Wattpad does not have a direct data export feature, so you will need to manually 
copy comments or messages. 

2. Take screenshots of conversations that seem harmful or use copy-paste to extract 
text directly. 

3. Paste the collected text into ChatGPT for analysis. 

 

Extensive Examples of Key Indicators of Bullying or Harmful 
Behavior 
When analyzing content with ChatGPT, here are some specific indicators of bullying and 
harmful behavior to watch for: 

A. Instagram 

• Key Indicators: Repeated negative comments (e.g., “You’re worthless”), insults about 
appearance (e.g., “You’re so ugly”), group attacks (e.g., “We all think you’re dumb”), 
exclusionary comments (e.g., “Why were you even invited?”). 

B. Snapchat 

• Key Indicators: Pressuring language (e.g., “Just send it, don’t be scared”), threats (e.g., 
“If you don’t do this, I’ll tell everyone”), secretive language (e.g., “Don’t tell your parents 
about us”), verbal abuse (e.g., “You’re such a loser”). 
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C. TikTok 

• Key Indicators: Body shaming (e.g., “You’re so fat”), public shaming (e.g., “Look how 
dumb this is”), repetitive mocking comments (e.g., “You’re always making terrible 
videos”), negative duets or stitches that ridicule your child. 

D. Twitter (X) 

• Key Indicators: Harassing replies (e.g., “Nobody cares about your opinion”), retweets 
with negative commentary (e.g., “This person is an idiot”), targeted hashtags (e.g., 
#[Name]IsALoser), threatening direct messages (e.g., “I’m going to ruin your life”). 

E. Discord 

• Key Indicators: Group exclusion (e.g., “You don’t belong here”), repeated insults in 
group chats (e.g., “You’re the worst player, just quit”), private DMs with threats (e.g., “If 
you tell anyone, you’ll regret it”), isolation tactics (e.g., “Stop talking to your other friends 
and only talk to me”). 

F. YouTube 

• Key Indicators: Negative comments on videos (e.g., “This is trash, you should quit”), 
trolling (e.g., “Worst video ever made”), coordinated attacks (e.g., “Let’s all dislike this 
video and make fun of it”), mocking video responses (e.g., “Look how ridiculous this 
person is in their video”). 

G. Wattpad 

• Key Indicators: Harsh critiques that attack the person rather than the work (e.g., “You’re 
a terrible writer, give up”), private messages with insults (e.g., “You’re embarrassing 
yourself by writing”), downvoting stories paired with negative comments (e.g., “This is 
the worst story ever, you shouldn’t even be here”). 

By following these detailed steps and examples, parents can use ChatGPT effectively to detect 
signs of cyberbullying and harmful behavior across social media platforms, allowing for timely 
intervention and support for their children. 

 

 


